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1
SECURE PRINTING

BACKGROUND

Cloud computing continues to evolve and develop. One of
the activities that users of cloud computing may want to
engage in is printing. However, there may be a reluctance to
do so because of concerns over privacy, security, or otherwise
losing sensitive data sent over the cloud for printing.

BRIEF DESCRIPTION OF THE DRAWINGS

The following detailed description references the draw-
ings, wherein:

FIG. 1 is an example of a system for secure printing.

FIG. 2 is an example of a flow diagram for the system of
FIG. 1.

FIG. 3 is an example of a method of secure printing.

FIG. 4 is an example of additional elements of the method
of secure printing of FIG. 3.

FIG. 5 is an example of a non-volatile storage medium
including instructions executable by a processor.

FIG. 6 is an example of additional instructions on the
non-volatile storage medium of FIG. 5.

DETAILED DESCRIPTION

Many consumers, businesses, and enterprises use or want
to expand their use of cloud computing resources. One of
these resources is cloud-based printing. There is a risk, how-
ever, of sending sensitive documents or other information
over the cloud for printing, as they can be stored and/or
misused. This reluctance to send personal, sensitive, and/or
confidential data over the cloud, results in reduced usage of
cloud-based printing.

Another difficulty associated with cloud-based printing is
that some fonts or characters used in connection with a par-
ticular document or other information may not be rendered
correctly or at all on a cloud-based printer. This can result in
unacceptable printed output from a cloud-based printer, fur-
ther reducing the usage of cloud-based printing.

An example of a system for secure printing 10 that is
directed to addressing these challenges is illustrated in FIG. 1.
As used herein, the term “cloud computing” and “cloud” are
defined as including, but not necessarily limited to, comput-
ing, resources (hardware, software, and firmware) that are
delivered as a service over a network (such as the internet).

As used herein, the term “non-volatile storage medium” is
defined as including, but not necessarily limited to, any media
that can contain, store, retain, or maintain programs, code,
scripts, information, and/or data. A non-volatile storage
medium may include any one of many physical media such
as, for example, electronic, magnetic, optical, electromag-
netic, or semiconductor media. More specific examples of
suitable non-volatile storage media include, but are not lim-
ited to, a magnetic computer diskette such as floppy diskettes
orhard drives, magnetic tape, a read-only memory (ROM), an
erasable programmable read-only memory (EPROM), a flash
drive, a compact disc (CD), a digital video disk (DVD), or a
memristor.

As used herein, the term “processor” is defined as includ-
ing, but not necessarily limited to, an instruction execution
system such as a computer/processor based system, an Appli-
cation Specific Integrated Circuit (ASIC), a computing
device, or a hardware and/or software system that can fetch or
obtain the logic from a non-volatile storage medium and
execute the instructions contained therein. “Processor” can
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also include any controller, state-machine, microprocessor,
cloud-based utility, service or feature, or any other analogue,
digital and/or mechanical implementation thereof.

As used herein, the term “server” is defined as including,
but not necessarily limited to, a computing device, program,
or combination thereof that processes requests, delivers data
or other information, or provides one or more services over
the cloud and/or a local network. As used herein, the term
“client” is defined as including, but not necessarily limited to,
hardware, software, or a combination thereof that access a
server. Examples include, but are not limited to, a computing
device, phone, tablet, personal digital assistant, or server.

As used herein, the term “printer” is defined as including,
but not necessarily limited to, a peripheral that produces a
representation of a document on one or both sides of media
such as paper, transparency, fabric, etc. A printer can be single
function or multi-function (e.g., including scanning, faxing,
or other functionality). A printer can use any of a variety of
different types of marking technologies such as laser, inkjet,
dye-sublimation, off-set printing, thermal printing, impact,
etc. As used herein, the terms “render” and “rendering” are
defined as including, but not necessarily limited to, taking
print data such as text, images, graphics, etc. and converting
them into a format that is compatible with a destination
printer.

Referring again to FIG. 1, system 10 includes a client 12
that initiates a print request, creates an identifier, transmits the
print request and identifier, and renders print data. System 10
also includes a cloud-connected printer 14 and a server 16 to
which cloud-connected printer 14 is coupled via cloud 18.
Server 16 receives the transmitted print request and identifier,
verifies the availability of cloud-connected printer 14, trans-
fers the identifier to printer 14 (if available), and establishes a
secure connection (such as a peer-to-peer network) between
cloud-connected printer 14 (if available) and client 12.

Inthis example of system 10, if available, cloud-connected
primer 14 transmits the identifier to client 12 via the secure
connection established by server 16. Client 12 confirms that
the identifier received from available cloud-connected printer
14 via the secure connection established by server 16 is the
same as the identifier transmitted by client 12. Upon verifi-
cation of the identifier, client 12 transmits the rendered print
data to available cloud-connected printer 14 via the secure
connection established by server 16.

An example of a flow diagram 20 for system 10 is shown in
FIG. 2. As can be seen in FIG. 2, flow diagram 20 begins by
client 12 initiating a secure print request to a signaling server
22, as indicated by arrow 24. This secure print request
includes an address for cloud-connected printer 14 along with
an identifier. This identifier may be a random number, alpha-
numeric sequence, encrypted key, or other type of security
code or device. Signaling server 22 in turn checks with exten-
sible messaging and presence protocol (XMPP) server 26 to
determine if cloud-connected printer 14 is online and avail-
able, as indicated by arrow 28. In the example flow diagram
20 illustrated in FIG. 2, signaling server 22 and XMPP server
26 represent server 16 of FIG. 1.

If cloud-connected printer 14 is off-online or unavailable,
as generally indicated by reference numeral 30, then XMPP
server 26 relays this information to signaling server 22, as
indicated by arrow 32. Signaling server 22 in turn conveys
this information to client 12, as indicated by arrow 34, and the
secure print request is terminated.

If cloud-connected printer 14 is online and available, then
signaling server 22 sends the secure print request to XMPP
server 26, as indicated by arrow 36. XMPP server 26 in turn
relays the secure print request to cloud-connected printer 14,
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as indicated by arrow 38. Cloud connected printer 14 in turn
establishes a secure extensible messaging and presence pro-
tocol (XMPP) connection with client 12, as indicated by
arrow 40, and provides the identifier back to client 12. Client
12 confirms or verifies that the identifier received from cloud-
connected printer 14 is the same as the one originally sent to
signaling server 22. Client 12 then sends or transfers rendered
print data for the print request to cloud-connected printer 14
via the secure connection, as indicated by arrow 42, if the
identifier from cloud-connected printer 14 is verified or con-
firmed. If the identifier received from cloud-connected printer
14 is not confirmed or verified by client 12, then no rendered
print data is transferred. Upon completion of the print job
(i.e., printing of the print data by cloud-connected printer 14),
the XMPP connection between client 12 and cloud-connected
printer 14 is terminated, as indicated by reference numeral 44.

Client 12 does not send or transmit print data over cloud 18.
Rather, rendered print data is sent or transmitted by client 12
directly to printer via a separately established secure connec-
tion. This helps to address the above-described concerns
associated with sending sensitive documents or other infor-
mation over the cloud for printing. An additional advantage is
that fonts and characters used in connection with a particular
document or other information are generally rendered prop-
erly so that the output of printer 14 matches the content
viewed on client 12.

An example of a method of secure printing 46 is shown in
FIG. 3. As can be seen in FIG. 3, method 46 starts or begins 48
by initiating a print request from a client to a cloud-connected
printer, as indicated by block 50, and verifying the availability
of the cloud-connected printer in response to the initiated
print request, as indicated by block 52. Method 46 continues
by establishing a secure connection between the client and the
cloud-connected primer upon verification of the availability
of the cloud-connected printer, as indicated by block 54, and
rendering print data on the client, as indicated by block 56.
Method 46 additionally continues by transferring the ren-
dered print data from the client to the cloud-connected printer
via the secure connection, as indicated by block 58. Method
46 may then end 60.

The secure connection established between the client and
the cloud-connected printer may include a peer-to-peer net-
work. The print request initiated from the client to the cloud-
connected printer and/or the verification of the availability of
the cloud-connected printer in response to the initiated print
request may be conducted oven an unsecure network via the
cloud. The secure connection established between the client
and the cloud-connected printer may be terminated upon
completion of printing of the print data by the cloud-con-
nected printer.

An example of additional possible elements of the method
of secure printing 46 is shown in FIG. 4. As can be seen in
FIG. 4, the element 56 of establishing the secure connection
between the client and the cloud-connected printer may
include transmitting an identifier from the client to the cloud-
connected printer, as indicated by block 62, and receiving the
identifier at the cloud-connected printer, as indicated by block
64. Element 56 of method 46 may additionally include trans-
mitting the identifier from the cloud-connected printer back
to the client, as indicated by block 66, and confirming that the
identifier received by the client from the cloud-connected
printer is the same as the identifier transmitted by the client to
the cloud-connected printer, as indicated by block 68. As can
also be seen in FIG. 4, method 46 may additionally or alter-
natively include creating a print out of the rendered print data
via the cloud-connected printer, as indicated by block 70.
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An example of a non-volatile storage medium 72 including
instructions executable by a processor 73 coupled to non-
volatile storage medium 72, as generally indicated by double-
headed arrow 75, is shown in FIG. 5. As can be seen in FIG.
5, non-volatile storage medium 72 includes instructions that,
when executed by processor 73, cause processor 73 to initiate
a print request from a client to a cloud-connected printer, as
indicated by block 74, and verify the availability of the cloud-
connected printer in response to the initiated print request, as
indicated by block 76. As can also be seen in FIG. 5, non-
volatile storage medium 72 includes additional instructions
that, when executed by processor 73, cause the processor 73
to render print data on the client, as indicated by block 78, and
establish a secure connection between the client and the
cloud-connected prime upon verification of the availability of
the cloud-connected printer, as indicated by block 80. As can
additionally be seen in FIG. 5, non-volatile storage medium
72 also includes instructions that, when executed by proces-
sor 73, cause processor 73 to transfer the rendered print data
from the client to the cloud-connected printer via the secure
connection, as indicated by block 82.

The secure connection established between the client and
the cloud-connected printer may include a peer-to-peer net-
work. The print request initiated from the client to the cloud-
connected printer and/or the verification of the availability of
the cloud-connected printer in response to the initiated print
request may be conducted oven an unsecure network via the
cloud. The secure connection established between the client
and the cloud-connected printer may be terminated upon
completion of printing of the print data by the cloud-con-
nected printer. Processor 73 may reside in the client and at
least one internet-based server (e.g., XMPP server 26) to
which the cloud-connected printer is coupled.

An example of additional possible instructions on non-
volatile storage medium 72 is shown in FIG. 6. As can be seen
in FIG. 6, non-volatile storage medium 72 may include addi-
tional instructions that, when executed by processor 73, cause
processor 73 to transmit an identifier from the client to the
cloud-connected printer, as indicated by block 84, and receive
the identifier at the cloud-connected printer, as indicated by
block 86. In such cases, non-volatile storage medium 72
includes additional instructions that, when executed by pro-
cessor 73, cause processor 73 to transmit the identifier from
the cloud-connected printer back to the client, as indicated by
block 88, and confirm that the identifier received by the client
from the cloud-connected printer is the same as the identifier
transmitted by the client to the cloud-connected printer, as
indicated by block 90. Also in such cases, non-volatile storage
medium 72 includes further instructions that, when executed
by processor 73, cause processor 73 to establish the secure
connection between the client and the cloud-connected
printer upon confirmation that the identifier received by the
client from the cloud-connected printer is the same as the
identifier transmitted by the client to the cloud-connected
printer, as indicated by block 92. As can also be seen in FIG.
6, non-volatile storage medium 72 may additionally or alter-
natively include instructions that, when executed by proces-
sor 73, cause processor 73 to create a print out of the rendered
print data via the cloud-connected printer, as indicated by
block 94.

Although several examples have been described and illus-
trated in detail, it is to be clearly understood that the same are
intended by way of illustration and example only. These
examples are not intended to be exhaustive or to limit the
invention to the precise form or to the exemplary embodi-
ments disclosed. Modifications and variations may well be
apparent to those of ordinary skill in the art.
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Additionally, reference to an element in the singular is not
intended to mean one and only one, unless explicitly so stated,
but rather means one or more. Moreover, no element or com-
ponent is intended to be dedicated to the public regardless
whether the element or component is explicitly recited in the
following claims.

What is claimed is:

1. A server for secure printing, comprising:

a processor; and

amemory on which is stored machine readable instructions

to cause the processor to:

receive a print request and identifier from a client;

verify the availability of a cloud-connected printer;

transfer the identifier to the available cloud-connected

printer; and

establish a secure connection between the available cloud-

connected printer and the client, wherein the available
cloud-connected printer is to transmit the identifier to
the client via the secure connection established by the
server, the client is to confirm that the identifier received
from the available cloud-connected printer via the
secure connection established by the server is the same
as the identifier transmitted to the server by the client,
and the client is to transmit rendered print data to the
available cloud-connected printer via the secure connec-
tion established by the server upon verification of the
identifier.

2. The server for secure printing of claim 1, wherein the
secure connection between the client and the available cloud-
connected printer includes a peer-to-peer network.

3. The server for secure printing of claim 1, wherein the
identifier includes a random number generated by the client.

4. The server for secure printing of claim 1, wherein the
machine readable instructions are to cause the processor to
perform functions of a signaling server and an extensible
messaging and presence protocol server.

5. The server for secure printing of claim 1, wherein the
machine readable instructions are further to cause the proces-
sor to terminate the secure connection established between
the client and the available cloud-connected printer upon
completion of printing of the rendered print data by the avail-
able cloud-connected printer.

6. A method for secure printing, comprising:

receiving, by a processor of a server, a print request from a

client to a cloud-connected printer, the print request
including an identifier;

verifying, by the processor, the availability of the cloud-

connected printer in response to the received print
request;

transferring, by the processor, the identifier received from

the client to the cloud-connected printer; and
establishing a secure connection between the client and the
cloud-connected printer upon verification of the avail-
ability of the cloud-connected printer, wherein the
cloud-connected printer is to transmit the identifier to
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the client via the secure connection, wherein the client is
to confirm that the identifier received from the cloud-
connected printer is the same as the identifier transmit-
ted to the server, and wherein the client is to render print
data and to transfer the rendered print data to the cloud-
connected printer via the secure connection in response
to the identifier received from the cloud-connected
printer being the same as the identifier transmitted to the
server.
7. The method of claim 6, wherein establishing the secure
connection further comprises establishing a peer-to-peer net-
work between the client and the cloud-connected printer.
8. The method of claim 6, wherein at least one of receiving
the print request from the client to the cloud-connected
printer and verifying of the availability of the cloud-con-
nected printer in response to the received print request is
conducted over an unsecure network.
9. The method of claim 6, wherein the identifier includes a
random number generated by the client.
10. The method of claim 6, further comprising terminating
the secure connection established between the client and the
cloud-connected printer upon completion of printing of the
print data by the cloud-connected printer.
11. A non-transitory computer readable storage medium
including instructions that, when executed by a processor,
cause the processor to:
generate a print request including a identifier at a client;
transmit the generated print request including the identifier
to a server for secure printing, wherein the server is to
transmit the identifier to a cloud-connected printer and
to establish a secure connection between the client and
the cloud-connected printer;
receive the identifier from the cloud-connected printer
through the secure connection established by the server;

confirm that the identifier received from the cloud-con-
nected printer is the same as the identifier transmitted to
the server;

render print data; and

transmit the rendered print data to the cloud-connected

printer through the secure connection established by the
server following confirmation that the identifier received
from the cloud-connected printer is the same as the
identified transmitted to the server.

12. The non-transitory computer readable storage medium
of claim 11, wherein the secure connection established
between client and the cloud-connected printer includes a
peer-to-peer network.

13. The non-transitory computer readable storage medium
of'claim 11, wherein the instructions are to cause the proces-
sor to transmit the generate print request to the server over an
unsecure network connection.

14. The non-transitory computer readable medium of claim
11, wherein the identifier includes a random number gener-
ated by the client.



